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products and help the Department bet-
ter serve the intelligence community 
and its State and local partners. 

Mr. Speaker, I reserve the balance of 
my time. 

Miss RICE of New York. Mr. Speaker, 
I yield myself such time as I may con-
sume. 

Mr. Speaker, I rise in support of H.R. 
2468, the Unifying DHS Intelligence En-
terprise Act of 2017, and I yield myself 
such time as I may consume. 

Mr. Speaker, this measure seeks to 
help safeguard our Nation’s homeland 
security information. Specifically, it 
requires the Department of Homeland 
Security to develop and distribute De-
partmentwide guidance on the proper 
procedures for handling and sharing in-
formation related to homeland security 
and terrorism. 

The 9/11 Commission Report found 
that the U.S. Government did not fully 
share or pool intelligence information 
prior to the attacks. In response, poli-
cies and procedures were reformed at 
all levels to ensure that critical na-
tional security information is properly 
shared. 

Intelligence sharing is critical to ter-
rorism prevention, but it must be car-
ried out in a manner that ensures that 
sensitive information is properly han-
dled and distributed. H.R. 2468 seeks to 
do just that. 

The bill requires the establishment of 
rules and regulations for the dissemi-
nation of such information both within 
DHS and with homeland security 
stakeholders at the State and local lev-
els as well as in the private sector. 

I urge my House colleagues to sup-
port this bipartisan legislation. 

Mr. Speaker, H.R. 2468 has strong 
support on both sides of the aisle. Ef-
fective security measures to improve 
our intelligence systems and mecha-
nisms are critical to the mission of 
protecting the homeland. 

I thank the gentleman from Pennsyl-
vania (Mr. PERRY) for his work on this 
important legislation, and I encourage 
my colleagues to support it. 

Mr. Speaker, I yield back the balance 
of my time. 

Mr. PERRY. Mr. Speaker, I once 
again urge my colleagues to support 
H.R. 2468, and I yield back the balance 
of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from Pennsylvania (Mr. 
PERRY) that the House suspend the 
rules and pass the bill, H.R. 2468, as 
amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

A motion to reconsider was laid on 
the table. 

f 

HOMELAND SECURITY ASSESS-
MENT OF TERRORISTS USE OF 
VIRTUAL CURRENCIES ACT 

Mr. PERRY. Mr. Speaker, I move to 
suspend the rules and pass the bill 

(H.R. 2433) to direct the Under Sec-
retary of Homeland Security for Intel-
ligence and Analysis to develop and 
disseminate a threat assessment re-
garding terrorist use of virtual cur-
rency. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 2433 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Homeland 
Security Assessment of Terrorists Use of 
Virtual Currencies Act’’. 
SEC. 2. THREAT ASSESSMENT ON TERRORIST USE 

OF VIRTUAL CURRENCY. 
(a) IN GENERAL.—Not later than 120 days 

after the date of the enactment of this Act, 
the Under Secretary of Homeland Security 
for Intelligence and Analysis, as authorized 
by section 201(b)(1) of the Homeland Security 
Act of 2002 (6 U.S.C. 121), shall, in coordina-
tion with appropriate Federal partners, de-
velop and disseminate a threat assessment 
regarding the actual and potential threat 
posed by individuals using virtual currency 
to carry out activities in furtherance of an 
act of terrorism, including the provision of 
material support or resources to a foreign 
terrorist organization. Consistent with the 
protection of classified and confidential un-
classified information, the Under Secretary 
shall share the threat assessment developed 
under this section with State, local, and 
tribal law enforcement officials, including 
officials that operate within State, local, and 
regional fusion centers through the Depart-
ment of Homeland Security State, Local, 
and Regional Fusion Center Initiative estab-
lished in section 210A of the Homeland Secu-
rity Act of 2002 (6 U.S.C. 124h). 

(b) DEFINITIONS.—In this section: 
(1) The term ‘‘foreign terrorist organiza-

tion’’ means an organization designated as a 
foreign terrorist organization under section 
219 of the Immigration and Nationality Act 
(8 U.S.C. 1189). 

(2) The term ‘‘virtual currency’’ means a 
digital representation of value that func-
tions as a medium of exchange, a unit of ac-
count, or a store of value. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
Pennsylvania (Mr. PERRY) and the gen-
tlewoman from New York (Miss RICE) 
each will control 20 minutes. 

The Chair recognizes the gentleman 
from Pennsylvania. 

GENERAL LEAVE 
Mr. PERRY. Mr. Speaker, I ask unan-

imous consent that all Members have 5 
legislative days within which to revise 
and extend their remarks and include 
any extraneous material on the bill 
under consideration. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Pennsylvania? 

There was no objection. 
Mr. PERRY. Mr. Speaker, I yield my-

self such time as I may consume. 
Mr. Speaker, the Homeland Security 

Assessment of Terrorists Use of Virtual 
Currencies Act introduced by the gen-
tlewoman from New York (Miss RICE) 
is an important measure targeting new 
ways terrorists may be raising or 
transferring funds through the use of 
virtual currencies. 

The bill directs the DHS Under Sec-
retary for Intelligence and Analysis, in 

coordination with Federal partners, to 
develop and disseminate a threat as-
sessment regarding the actual and po-
tential threat posed by individuals 
using virtual currency to carry out ac-
tivities in furtherance of an act of ter-
rorism, including the provision of ma-
terial support or resources to a foreign 
terrorist organization. It also directs 
the Under Secretary to share this 
threat assessment with State, local, 
and Tribal law enforcement officials 
through the National Network of Fu-
sion Centers. 

As the threat of terrorism evolves, so 
do the methods to finance and support 
the actors who plot to attack the 
United States. The Federal Govern-
ment must evolve as well to meet these 
novel and technologically-based chal-
lenges. This bill positions the Depart-
ment to detect the new digital-based 
methods in terrorist financing and sup-
port methods that have already been 
utilized and to prepare for those that 
are soon to follow. 

This measure was considered by the 
Subcommittee on Counterterrorism 
and Intelligence and included in the 
Committee on Homeland Security’s 
DHS authorization bill, which passed 
this very House in July. 

I want to take time to thank the gen-
tlewoman for her work and for her dili-
gence on this issue, and I urge my col-
leagues to support her bill. 

Mr. Speaker, I reserve the balance of 
my time. 

Miss RICE of New York. Mr. Speaker, 
I yield myself such time as I may con-
sume. 

Mr. Speaker, I rise in support of my 
legislation, H.R. 2433, the Homeland 
Security Assessment of Terrorists Use 
of Virtual Currencies Act. 

Yesterday marked 16 years since the 
September 11 attacks when 19 terror-
ists hijacked four passenger planes, 
two of which struck the World Trade 
Center towers in my home State of 
New York. 

In the 16 years since the deadliest 
terrorist attack in American history, 
the United States has led the global 
campaign to combat terrorism, thwart-
ing plots and preventing attacks on 
American soil, identifying and dis-
rupting terrorist networks around the 
world, hunting down terrorists wher-
ever they hide, and proving that they 
can and will be brought to justice. 

We know that the threat of terrorism 
is not the same as it was 16 years ago. 
It is a threat that constantly evolves, 
and we need to evolve ahead of it. That 
is why I introduced H.R. 2433. 

In recent years, we have seen in-
stances in which members of some ter-
rorist groups have turned to virtual 
currencies to support themselves and 
fund their operations. Last year, the 
Foundation for Defense of Democracies 
investigated a terrorist funding cam-
paign in which a terrorist group in the 
Gaza Strip received donations to the 
virtual currency bitcoin. Earlier this 
year, Indonesian authorities reported 
that a Syria-based Indonesian with ties 
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to ISIL used virtual currency to fund 
attacks in Indonesia. 

Virtual currencies offer high-speed 
and low-cost networks and access to 
users all over the world, which creates 
significant potential appeal to terror-
ists, particularly lone-wolf attackers 
because of the nominal cost often asso-
ciated with carrying out that type of 
attack. 

Research suggests that terrorists’ use 
of virtual currencies have so far been 
limited to a handful of instances, two 
of which I have mentioned. But with 
groups like ISIL becoming more tech-
nologically sophisticated and virtual 
currencies becoming more widely ac-
cessible, the table is set for this threat 
to grow significantly in a very short 
time. That is why it is critical that we 
act now to assess and understand this 
emerging threat. 

My bill requires DHS’ Office of Intel-
ligence and Analysis to develop and 
disseminate a threat assessment of the 
use of virtual currencies to support ter-
rorist activities. Further, to ensure 
that this information is shared 
throughout the law enforcement com-
munity, my bill requires the assess-
ment to be shared with State, local, 
and Tribal law enforcement, including 
those offices that operate within State, 
local, and regional fusion centers. 

Enacting this bill will give counter-
terrorism and law enforcement offi-
cials at all levels the information they 
need to evolve ahead of this threat and 
help keep Americans safe. I urge my 
House colleagues to support my bill. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. PERRY. Mr. Speaker, my friend 
from New York has done an excellent 
job in outlining, explaining, and articu-
lating her legislation; therefore, I have 
no other speakers. If the gentlewoman 
from New York (Miss RICE), has no 
other speakers, I reserve the balance of 
my time to close. 

Miss RICE of New York. Mr. Speaker, 
I am prepared to close. 

Mr. Speaker, H.R. 2433 is an impor-
tant piece of legislation that received 
overwhelming bipartisan support in the 
Committee on Homeland Security. En-
actment of H.R. 2433 will ensure that 
the Department of Homeland Security 
closely monitors this evolving threat 
so that we are prepared to prevent ter-
rorists from using virtual currencies to 
finance attacks on the U.S. and around 
the world. I encourage my colleagues 
to support my legislation, H.R. 2433. 

Mr. Speaker, I yield back the balance 
of my time. 

Mr. PERRY. Mr. Speaker, I once 
again urge my colleagues to support a 
good, well thought-out, meaningful, 
and useful bill, H.R. 2433. 

Mr. Speaker, I yield back the balance 
of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from Pennsylvania (Mr. 
PERRY) that the House suspend the 
rules and pass the bill, H.R. 2433. 

The question was taken; and (two- 
thirds being in the affirmative) the 

rules were suspended and the bill was 
passed. 

A motion to reconsider was laid on 
the table. 

f 

DEPARTMENT OF HOMELAND SE-
CURITY DATA FRAMEWORK ACT 
OF 2017 

Mr. HURD. Mr. Speaker, I move to 
suspend the rules and pass the bill 
(H.R. 2454) to direct the Secretary of 
Homeland Security to establish a data 
framework to provide access for appro-
priate personnel to law enforcement 
and other information of the Depart-
ment, and for other purposes, as 
amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 2454 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Department 
of Homeland Security Data Framework Act 
of 2017’’. 
SEC. 2. DEPARTMENT OF HOMELAND SECURITY 

DATA FRAMEWORK. 
(a) IN GENERAL.—The Secretary of Home-

land Security shall develop a data frame-
work to integrate existing Department of 
Homeland Security datasets and systems, as 
appropriate, for access by authorized per-
sonnel in a manner consistent with relevant 
legal authorities and privacy, civil rights, 
and civil liberties policies and protections. 
In developing such framework, the Secretary 
shall ensure, in accordance with all applica-
ble statutory and regulatory requirements, 
the following information is included: 

(1) All information acquired, held, or ob-
tained by an office or component of the De-
partment that falls within the scope of the 
information sharing environment, including 
homeland security information, terrorism 
information, weapons of mass destruction in-
formation, and national intelligence. 

(2) Any information or intelligence rel-
evant to priority mission needs and capa-
bility requirements of the homeland security 
enterprise, as determined appropriate by the 
Secretary. 

(b) DATA FRAMEWORK ACCESS.— 
(1) IN GENERAL.—The Secretary of Home-

land Security shall ensure that the data 
framework required under this section is ac-
cessible to employees of the Department of 
Homeland Security who the Secretary deter-
mines— 

(A) have an appropriate security clearance; 
(B) are assigned to perform a function that 

requires access to information in such 
framework; and 

(C) are trained in applicable standards for 
safeguarding and using such information. 

(2) GUIDANCE.—The Secretary of Homeland 
Security shall— 

(A) issue guidance for Department of 
Homeland Security employees authorized to 
access and contribute to the data framework 
pursuant to paragraph (1); and 

(B) ensure that such guidance enforces a 
duty to share between offices and compo-
nents of the Department when accessing or 
contributing to such framework for mission 
needs. 

(3) EFFICIENCY.—The Secretary of Home-
land Security shall promulgate data stand-
ards and instruct components of the Depart-
ment of Homeland Security to make avail-
able information through the data frame-
work under this section in a machine-read-

able format, to the greatest extent prac-
ticable. 

(c) EXCLUSION OF INFORMATION.—The Sec-
retary of Homeland Security may exclude 
from the data framework information that 
the Secretary determines access to or the 
confirmation of the existence of could— 

(1) jeopardize the protection of sources, 
methods, or activities; 

(2) compromise a criminal or national se-
curity investigation; 

(3) be inconsistent with the other Federal 
laws or regulations; or 

(4) be duplicative or not serve an oper-
ational purpose if included in such frame-
work. 

(d) SAFEGUARDS.—The Secretary of Home-
land Security shall incorporate into the data 
framework systems capabilities for auditing 
and ensuring the security of information in-
cluded in such framework. Such capabilities 
shall include the following: 

(1) Mechanisms for identifying insider 
threats. 

(2) Mechanisms for identifying security 
risks. 

(3) Safeguards for privacy, civil rights, and 
civil liberties. 

(e) DEADLINE FOR IMPLEMENTATION.—Not 
later than two years after the date of the en-
actment of this Act, the Secretary of Home-
land Security shall ensure the data frame-
work required under this section has the 
ability to include appropriate information in 
existence within the Department of Home-
land Security to meet its critical mission op-
erations. 

(f) NOTICE TO CONGRESS.— 
(1) OPERATIONAL NOTIFICATION.—Not later 

than 60 days after the date on which the data 
framework required under this section is 
fully operational, the Secretary of Homeland 
Security shall provide notice to the appro-
priate congressional committees of such. 

(2) REGULAR STATUS.—The Secretary shall 
submit to the appropriate congressional 
committees regular updates on the status of 
the data framework required under this sec-
tion, including, when applicable, the use of 
such data framework to support classified 
operations. 

(g) DEFINITIONS.—In this section: 
(1) APPROPRIATE CONGRESSIONAL COMMIT-

TEES.—The term ‘‘appropriate congressional 
committees’’ has the meaning given the 
term ‘‘appropriate congressional committee’’ 
in section 2(2) of the Homeland Security Act 
of 2002 (6 U.S.C. 101(2)). 

(2) NATIONAL INTELLIGENCE.—The term ‘‘na-
tional intelligence’’ has the meaning given 
such term in section 3(5) of the National Se-
curity Act of 1947 (50 U.S.C. 3003(5)). 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
Texas (Mr. HURD) and the gentlewoman 
from New York (Miss RICE) each will 
control 20 minutes. 

The Chair recognizes the gentleman 
from Texas. 

b 1300 
GENERAL LEAVE 

Mr. HURD. Mr. Speaker, I ask unani-
mous consent that all Members may 
have 5 legislative days in which to re-
vise and extend their remarks and in-
clude any extraneous material on the 
bill under consideration. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Texas? 

There was no objection. 
Mr. HURD. Mr. Speaker, I yield my-

self such time as I may consume. 
Sixteen years after the 9/11 attacks 

by al-Qaida terrorists on our homeland, 
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